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1
Introduction
3GPP started standardization work on sponsored data connectivity improvements  in Release 14. This work aims to solve the problem of heavy load occurred when too many sponsored data related rules are transmitted via Rx/Gx. 
During Stage-2 work (SA2), the SDCI items introduced 1 new entity named PFDF (Packet Flow Description Function) and three new interfaces named Gw, Gwn, Nu. The new entity PFDF is used to store and manage the PFDs and charging rules for sponsored data services while the Gw interface is connected between PFDF and PCEF, the Gwn interface is connected between PFDF and TDF, and the Nu interface is connected between PFDF and SCEF. Thereby, the PFDs and the corresponding charging rules can be provisioned dynamically to PCEF/TDF by PULL mode, PUSH mode, or the combined mode. The PFDs and charging rules for sponsored services can be stored in PCEF and/or PFDF according to implementation.
During Stage-3 work (CT3), the three new interfaces are seriously defined in HTTP Restful protocol, where all the functionalities are realized via GET/PUT/POST/DELETE operations, which may be an important reference for the future definition on service based  interface.
The WID involves stage-2 and stage-3 works. In stage-2 (SA2) work, TR 23.721 is made for this study and the modification on TS 23.203, TS23.682 is done during the normative work. In stage-3 (CT3) work, we created two new specs which are TS 29.250 and TS 29.251, and also modified  TS 29.212, TS 29.213, TS 29.214.
2
Description
SA WG2

In SA2, we defined 1 new entity PFDF and 3 new interfaces to dynamically manage PFDs and corresponding charging parameters using PULL mode, PUSH mode and/or combined mode. Moreover, the definition of PFD was made, which is comprised of 3/4 layer, 7 layer and/or other extension information for HTTPS traffic. 

The updated PCC architecture is shown in Figure-1with SDCI function and interfaces
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Figure-1 Overall PCC logical architecture in Rel-14

The Procedure for PFD management via SCEF is shown in Figure-2. This procedure is used by the 3rd Party SCS/AS to manage PFDs into the operator network via SCEF. The specific description is removed and you can check in TS 23.682 Clause 5.14.1 if needed.
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Figure-2: procedure for PFD management via SCEF

The PULL mode procedure is shown in Figure-3. This procedure enables the PCEF/TDF to retrieve PFDs for an Application Identifier from the PFDF when a PCC/ADC Rule with an Application Identifier is provisioned/activated and PFDs are not available at the PCEF/TDF. You can check the description for each step in Clause 7.12.1 in TS 23.203 if needed.
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Figure-3: PFD Retrieval by the PCEF/TDF (PULL Mode)
The PUSH mode procedure is shown in Figure-4. This procedure enables the provisioning, modification or removal of PFDs associated with an application identifier in the PCEF/TDF via PFDF. Either the complete list of all PFDs of all application identifiers or a subset of PFDs for individual application identifiers may be managed. You can check the description for each step in Clause 7.12.2 in TS 23.203 if needed.
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Figure-4: Provisioning/update/removal of PFDs in the PCEF/TDF (PUSH Mode)

For the PFD definition, the PFD (Packet Flow Description) is a set of information enabling the detection of application traffic including:

-
PFD id; and

-
a 3-tuple including protocol, server side IP address and port number; or

-
the significant parts of the URL to be matched, e.g. host name; or

-
a Domain name matching criteria.

CT WG3
In CT3, the three new interfaces are seriously defined in HTTP Restful protocol, where all the functionalities are realized via GET/PUT/POST/DELETE operations, which may be an important reference for the future definition on service based  interface.
Below is an example of a corresponding  HTTP GET:

GET /gwapplication/pfds/test-application-1 HTTP/1.1

Host: pfdfserver.example.com
Here is an example of a successful response :

HTTP/1.1 200 OK

Server: pfdfserver.example.com
Content-Type: application/json

Content-Length: …
{

   "application-identifier":"test-application-1",

   "cached-time":200000,

   "pfds":[

    {

         "pfd-identifier":"pfd1",

         "flow-descriptions":[

            "permit in ip from 10.68.28.39 80 to any",

            "permit out ip from any to 10.68.28.39 80"

         ]

      },

      {

         "pfd-identifier":"pfd2",

         "urls":[

            "^http://test.example.com(/\\S*)?$"

         ]

      }

   ]

}
The HTTP format is quite different to protocol. You can check the detail in TS 29.250 and TS 29.251 to see how to realize the SDCI functionalities using HTTP RESTful.
Besides, some description is added in TS 29.212, TS 29.213, and TS 29.214to support sponsored data service but there is no outstanding issue.
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4. PFD Handling







5. PFD Management Response 
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